Do we have safer children in a digital world?

Artwork from children and young people

In gathering evidence for my progress review on child digital safety, I invited children and young people to share their views.

Primary and secondary school children from across the country attended a focus group event on 2 March 2010 to discuss with me how they can use the internet and digital technologies positively and safely. The children and young people also contributed artwork, some of which features in my final publication, Do we have safer children in a digital world? I received dozens of excellent pictures and decided to publish them all on the following pages in this document.

Many thanks to Jamal, Alice, Millie, Nathan, Sam, Lily, Grace, Mona, Maya, Monir, Connor, Lucy, Caitlin, Lina, Setareh, Kaithlin, Abdullah, Roseanna, Caitlyn, Chloe, Morgan, Natalie, Abbie, Asher, Chelsea, Mia, Max, Michael, Teo, Daisy, Georgia, Sam, Phoebe, James, Lucy, Eleanor, Hannah, Josh, Nellie and Bryan.

Thank you also to Brenda Mooney, Jeff Smith, Simon Pile and the teachers and staff from: Anson Primary School, St John Bosco Arts College, Weeke Primary School, King David Primary School and Notre Dame Catholic College for the Arts.

To find out more about my progress review, please visit www.dcsf.gov.uk/byronreview

Professor Tanya Byron, March 2010

Lucy
BE SAFE!

NAME? ADDRESS? AGE? SCHOOL?

BAD

GIVE ME YOUR PERSONAL INFORMATION

DON'T GIVE YOUR PERSONAL DETAILS TO PEOPLE YOU DON'T KNOW

DON'T GIVE ME YOUR PERSONAL INFORMATION

IF SOMEONE SENDS YOU AN EMAIL THAT'S NOT VERY NICE:
1. STOP
2. MINIMIZE THE SCREEN
3. TELL AN ADULT

SURF THE INTERNET SAFELY

BARBER GIVE AWAY YOUR PERSONAL DETAILS WITHOUT AN ADULT'S PERMISSION

Never ever give away your personal details without an adult's permission.
WEB SAFETY!

The internet is like a giant web. Most people are harmless little flies, but some people are like spiders like try to steal and sell your personal information. If you need to give your personal information to something, always ask an adult.

Max
Abbie

2o breallo says: Hey sexy!
Abbie... says: can who is this?
2o breallo says: you beautiful?
Abbie... says: I dont no you.!!
2o breallo says: get to then?!
Abbie... says: I am going to block you OK!

Don't suffer in silence.
Don't give out personal information.
This is the right thing to do.

Tell some body!!

Zip it & block it
Flag it

Daisy

E-SAFETY

• If you see anything you don't like, STOP, MINIMIZE, TELL.
• Only trust someone if you know them.

Address?
Email?
Name?
Surname?

Sweet!
Millie

YOU NEVER KNOW WHO'S ON THE...

OTHER SIDE!

Alice

The wise owl E-safety

Rules
1. Step
2. Close
3. Tell

These are all things you ought to remember.

Bad people like foxes want to get our information.

They can con you as well!

By Alice
10 Downing Street
London

Dear Prime Minister,

we are pleased with your work so far, we would like to ask you to increase the campaign for "Zip it, block it, flag it" so all the children around the world can be safe on the internet.

We have made up a song for you.

"Zip it, block it, flag it,
Zip it, block it, flag it,
Its as easy as can be,
Its E-safe,
Zip it, block it, flag it"

Yours
Faithfully, Caitlyn, Caitlin, Roseanna

P.S. We would like you to see it.

Jamal
Be safe when you're online. 😊

Rihanna knows how to stay safe online.

1. Don't give out any personal information.
2. If you are suspicious of anything, make sure you tell someone.
3. If there is something inappropriate, then block it.
4. If people you don't know want you to meet up with them, always say no.

This is Rihanna.

WEB
SAFETY

1.) Do not give out your personal details.
   after a while...
2.) If you do something, it might happen that you don't want, like someone might sign you up for something you don't want to do.

Chloe

Teo
James

Lucy

Don’t give away your personal details.
Mia

Do you really know who you're talking to?

Send your laptop to the trash.

Tell your parents, they're worried!

Keep your secrets safe.

If someone does something to you, don't tell them you heard them.

Chelsea

E-Safety

Why, I need your help.

What do you need my help with?

If you need help on something, just ask. It's what I'm here for.
Stay Safe Online!

How to stay safe online?
• Don’t tell anyone your password or username.
• Don’t go on websites which are not for your age.
• If you see something inappropriate tell your parent or a teacher.
• Don’t tell your personal information to strangers.

There are lots of websites to help you stay safe online!

This is what you should do if something wrong happens on the computer.

Keep Safe!

You should NEVER click on a top-up.
Top-up sites are there to attract your attention and click on it, it might put a virus to your computer.

HA HA!!!

How kind of her to ask!

Be happy!

Josh
Be careful be cautious.

Never arrange to meet anyone you only met on the Internet.

Don't say lies and never give out personal info!
Connor
E-Safety

1. Never click on pop-ups; they might be bad and be a back virus.
2. Never give your personal detail like your phone numbers, e-mail address, or where you live to a stranger.
3. If something worries you on the computer, tell it to someone.

Lina

Caitlyn
Dear Gordon,

I thought you would like to know our views on internet safety. Firstly, putting into a child's cyber life will lower self-esteem and or confidence. Blocking websites instead of explaining why is going a bit too far. It's as if adults don't trust their children. Without being disrespectful away a item you grow up with, you may think going up with a worldwide phenomenon is dangerous, it's actually it's more educational. I'm not saying the whole internet is safe, but ask before you act.

Your sincerely

Natalie

---

Dear Mr. Prime Minister

I would just like to say that you are doing a really good job. Because you're not just saying don't do this or don't do that, there telling you the dangers of doing those things. But what I dislike is that you are blocking certain sites when they could help us learn.

Kaithlin
Sam, Lily and the rest of Y6H

Maya
Jamal

Always keep your username and password a secret.

Safety bot 3000

Connor

Zip it
Block it
Flag it

you and your friend can in now

No your no

I'm JimBO 2603!
Caitlin:

Don't Give Out Personal Details

You don't know who's on the other end.

Stay Safe on Line

Jamal:

NEVER click on pop ups because they could be a virus.
E-Safety

- Never give out passwords
- Never give important information
- Do not speak to strangers
- Always be safe online
- And always remember

Block it.

Caitlin
WEBSAFETY

- Don't give away personal information!
- Check with your parent or teacher if you can go on certain websites!
-Info thieves can use your personal details to track you down!

If you keep safe on the Internet your teacher may give you a gold star.
If you play safe on the Internet you will be happy.
Chat rooms can be a way of giving away your personal details, so don't go online.

STOP, NIMINARY TELL AND RUN!

Terms:
- Name
- Address
- Postcode
- School
- Age

Good boy